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FMCSA’s IT Systems Today
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Presenter�
Presentation Notes�
This is a simplified representation of how FMCSA safety systems relate and are structured today.  The systems are siloed and encourage data redundancies and discrepancies.  A specific change (e.g., new policy or regulation) creates the need to make changes to multiple systems, hence increasing FMCSA operations and maintenance costs.  They work okay, but are expensive to maintain, and we can do better.�



2

HMPIP
Central

A&I

Kofax

SAFERL&I

Query
Central

EMIS

MCMIS

ProVu

SAFETYNET

CaseRite UFA

PIQ

CDLIS
Access

CAPRI

HMPIP
Local

ASPEN

FARS

State
Systems

CDLIS

Pay.gov ISS

Laptop
Office

Central / Web
External

EDMS

CDLIS
SCTFMCSA Portal

Single Sign-on

FMCSA’s IT Systems In Transition – Portal SSO

Presenter�
Presentation Notes�
This is a simplified representation of how FMCSA safety systems relate and are structured today.  The systems are siloed and encourage data redundancies and discrepancies.  A specific change (e.g., new policy or regulation) creates the need to make changes to multiple systems, hence increasing FMCSA operations and maintenance costs.  They work okay, but are expensive to maintain, and we can do better.�
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Presenter�
Presentation Notes�
This is a simplified representation of how FMCSA safety systems relate and are structured today.  The systems are siloed and encourage data redundancies and discrepancies.  A specific change (e.g., new policy or regulation) creates the need to make changes to multiple systems, hence increasing FMCSA operations and maintenance costs.  They work okay, but are expensive to maintain, and we can do better.�
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FMCSA’s IT Systems In Transition - Inspection

Presenter�
Presentation Notes�
This is a simplified representation of how FMCSA safety systems relate and are structured today.  The systems are siloed and encourage data redundancies and discrepancies.  A specific change (e.g., new policy or regulation) creates the need to make changes to multiple systems, hence increasing FMCSA operations and maintenance costs.  They work okay, but are expensive to maintain, and we can do better.�
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FMCSA’s IT Systems In Transition - Inspection

Presenter�
Presentation Notes�
This is a simplified representation of how FMCSA safety systems relate and are structured today.  The systems are siloed and encourage data redundancies and discrepancies.  A specific change (e.g., new policy or regulation) creates the need to make changes to multiple systems, hence increasing FMCSA operations and maintenance costs.  They work okay, but are expensive to maintain, and we can do better.�



HMPIP
Central

A&I

Kofax

SAFER

FMCSA Portal

Registration
Inspection

EMIS

MCMIS

ProVu

SAFETYNET

CaseRite UFA

CAPRI

HMPIP
Local

Mobile Client

Inspection

FARS

State
Systems

CDLIS

Pay.gov

Laptop
Office

Central / Web
External

EDMS

CDLIS
SCT

6

FMCSA’s IT Systems In Transition – Review/Audit

Presenter�
Presentation Notes�
This is a simplified representation of how FMCSA safety systems relate and are structured today.  The systems are siloed and encourage data redundancies and discrepancies.  A specific change (e.g., new policy or regulation) creates the need to make changes to multiple systems, hence increasing FMCSA operations and maintenance costs.  They work okay, but are expensive to maintain, and we can do better.�
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FMCSA’s IT Systems In Transition – Review/Audit

Presenter�
Presentation Notes�
This is a simplified representation of how FMCSA safety systems relate and are structured today.  The systems are siloed and encourage data redundancies and discrepancies.  A specific change (e.g., new policy or regulation) creates the need to make changes to multiple systems, hence increasing FMCSA operations and maintenance costs.  They work okay, but are expensive to maintain, and we can do better.�



8

HMPIP
Central

A&I

Kofax

SAFER

FMCSA Portal

Registration
Inspection

Review/Audit

EMIS

MCMIS SAFETYNET

CaseRite UFA

HMPIP
Local

Mobile Client

Inspection
Review/Audit

FARS

State
Systems

CDLIS

Pay.gov

Laptop
Office

Central / Web
External

EDMS

CDLIS
SCT

FMCSA’s IT Systems In Transition - Enforcement

Presenter�
Presentation Notes�
This is a simplified representation of how FMCSA safety systems relate and are structured today.  The systems are siloed and encourage data redundancies and discrepancies.  A specific change (e.g., new policy or regulation) creates the need to make changes to multiple systems, hence increasing FMCSA operations and maintenance costs.  They work okay, but are expensive to maintain, and we can do better.�
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FMCSA’s IT Systems In Transition - Enforcement
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Presentation Notes�
This is a simplified representation of how FMCSA safety systems relate and are structured today.  The systems are siloed and encourage data redundancies and discrepancies.  A specific change (e.g., new policy or regulation) creates the need to make changes to multiple systems, hence increasing FMCSA operations and maintenance costs.  They work okay, but are expensive to maintain, and we can do better.�



HMPIP
Central

A&I

Kofax

SAFER

MCMIS SAFETYNET

HMPIP
Local

FARS

State
Systems

CDLIS

Pay.gov

Laptop
Office

Central / Web
External

EDMS

CDLIS
SCTFMCSA Portal

Registration
Inspection

Review/Audit
Enforcement

Mobile Client

Inspection
Review/Audit
Enforcement

10

FMCSA’s IT Systems In Transition - Crash

Presenter�
Presentation Notes�
This is a simplified representation of how FMCSA safety systems relate and are structured today.  The systems are siloed and encourage data redundancies and discrepancies.  A specific change (e.g., new policy or regulation) creates the need to make changes to multiple systems, hence increasing FMCSA operations and maintenance costs.  They work okay, but are expensive to maintain, and we can do better.�
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Presenter�
Presentation Notes�
This is a simplified representation of how FMCSA safety systems relate and are structured today.  The systems are siloed and encourage data redundancies and discrepancies.  A specific change (e.g., new policy or regulation) creates the need to make changes to multiple systems, hence increasing FMCSA operations and maintenance costs.  They work okay, but are expensive to maintain, and we can do better.�
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Presenter�
Presentation Notes�
This is a simplified representation of how FMCSA safety systems relate and are structured today.  The systems are siloed and encourage data redundancies and discrepancies.  A specific change (e.g., new policy or regulation) creates the need to make changes to multiple systems, hence increasing FMCSA operations and maintenance costs.  They work okay, but are expensive to maintain, and we can do better.�
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FMCSA’s IT Systems In Transition - Analysis

Presenter�
Presentation Notes�
This is a simplified representation of how FMCSA safety systems relate and are structured today.  The systems are siloed and encourage data redundancies and discrepancies.  A specific change (e.g., new policy or regulation) creates the need to make changes to multiple systems, hence increasing FMCSA operations and maintenance costs.  They work okay, but are expensive to maintain, and we can do better.�
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Presentation Notes�
This is a simplified representation of how FMCSA safety systems relate and are structured today.  The systems are siloed and encourage data redundancies and discrepancies.  A specific change (e.g., new policy or regulation) creates the need to make changes to multiple systems, hence increasing FMCSA operations and maintenance costs.  They work okay, but are expensive to maintain, and we can do better.�
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Presentation Notes�
This is a simplified representation of how FMCSA safety systems relate and are structured today.  The systems are siloed and encourage data redundancies and discrepancies.  A specific change (e.g., new policy or regulation) creates the need to make changes to multiple systems, hence increasing FMCSA operations and maintenance costs.  They work okay, but are expensive to maintain, and we can do better.�
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Long-term Vision:  Improved Information Access 

Presenter�
Presentation Notes�
COMPASS will feature a portal or gateway to information. Through COMPASS, FMSCA plans to retire legacy architecture and systems, transition the organization to a fully Web-based environment built on an integrated suite of commercially available IT solutions, implement an enterprise Web portal, institute E-Authentication, single sign-on, and data warehousing capabilities. 



Information within many FMCSA applications, processes, and systems will be available through the portal, access to which can be made available through the Web, Personal Digital Assistants (wireless Palm, Blackberry devices), and desktop computers.  



Reference to external systems that continue to connect to the portal/Enterprise DB (B2B)

    States (Crash, CVIEW, etc)

    CDLIS

    ITDS

    E-Auth

    FARS

 

Mobile Client example:  

Recommend using Outlook when describing the mobile client rather than Lotus Notes. The audience knows Outlook. 

When connecting to the Portal via PDAs, for example, it’s similar to using Outlook and working offline.  Once you reconnect your PDA to the network, data/information replication will occur.





 �
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Expected Benefits for Enforcement and Industry

►Increased user efficiency and effectiveness by 
having:
•

 
One location to retrieve authoritative information that is 
protected from unauthorized access and alteration

•
 

Timely and reliable information for conducting 
roadside and border safety inspections, safety audits, 
and compliance reviews 

•
 

Automated alerts sent to the right person for action
•

 
Information “pushed out” through a data warehouse 
for users to develop their own analysis reports

•
 

Increased self-sufficiency for the users (e.g. report 
development and analysis, online password reset, etc)

Presenter�
Presentation Notes�
 

BENEFITS, Slide 9

 

Information in one place

Push out alerts

Self-sufficient users

 

 

 

 

 �
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Accomplishments in 2006

►Pilot release (July 2006)
•

 

Successfully evaluated technology, processes, and skills

► Implemented E-authentication (Sept 2006)
•

 

only DOT mode to successfully launch e-authentication

►Established a solid foundation for the program: 
•

 

Established COMPASS change control board
•

 

Established configuration management processes
•

 

Implemented a new System Development Life Cycle
•

 

Developed and implemented a new technical architecture
•

 

Evaluated, selected, and implemented new technology
•

 

Engaged and involved stakeholders (working groups, IT workshop)
•

 

Identified requirements for Portal Access release
•

 

Coordinated efforts with CVISN, FITSG, CSA 2010, CVSA, etc.

Presenter�
Presentation Notes�
DELIVERED 2006, Slide 11

Foundation - data models, 5 year plans for web services and UI

Modified roadmap based on funding levels to emphasize delivery of core business needs first

Environments - New and optimized 

    Development, SIL, QA, Production, and Training

New H/W for existing systems

Performance summit

Resources - SAIC @ Volpe, Volpe COMPASS developer 100% COMPASS

Relase 1 requirements and design

Data Center RFI

Training curriculum and training manual 



 

 

 

�
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COMPASS Releases in 2007-2008

►Portal Access release (6/8/07)
•

 

Provide authorized users with enhanced access to safety and 
operational data

•

 

Provide authorized Federal, state, and contracted Enforcement 
users new functionality for assigning enforcement actions (e.g.,

 reviews and safety audits)

►Single Sign-On
•

 

Allow authorized users access to safety systems with one user ID

 and password combination

►Compliance Monitoring release
•

 

Support CSA 2010 through collaboration on requirements 
•

 

Improve communication regarding carrier safety and enhance 
compliance monitoring processes 

Presenter�
Presentation Notes�
Compliance Monitoring release is scheduled for mid-2008

One major goal of the CM release is to consolidate and push out information (via alerts, for example) to help target carriers for action.  Additionally, this release focuses on the monitoring that occurs after a company receives initial authorization to operate (e.g. USDOT # registration, operating authority or Hazmat (HM) Safety Permit).  Therefore, it will not include the processing of any application or the associated notifications.  The monitoring in the scope of this release may include, but is not limited to: 

New Entrant

Mexican Commercial Zone 

Mexican deadly sin 

HM Safety Permit 

Compliance review rating monitoring

Insurance cancellation monitoring

Processing Out of Service Orders and Orders to Cease Operation

Commercial compliance

Driver medical certification�
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FMCSA Portal Access
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Portal Access Development

►Why was access to the FMCSA Portal implemented first?
•

 

Pivotal to future development—all services will ultimately be 
delivered through the FMCSA Portal

•

 

Sets the stage for Single Sign-On later this year

►Collaborative effort
•

 

Led by Jeff Hall and development managed by Ed Dunne
•

 

SAIC as Systems Integrator
•

 

Strong participation from FMCSA Headquarters and Field staff, 
state users, and carriers

►Strong stakeholder participation
•

 

Field Enforcement staff reviewed user stories and process flows
•

 

Gathered input from FMCSA headquarters COMPASS team 
members

•

 

Conducted teleconferences with carrier representatives

Presenter�
Presentation Notes�
Portal Access is the foundation for future COMPASS releases, like the foundation of a house, it has to be built first, and without it, the house cannot stand.  In the case of COMPASS, without Portal Access, Single Sign-On and the subsequent releases could not be developed.�
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Portal Access Functionality and Benefits

►Authorized Enforcement users can customize views to 
prioritize carriers for reviews and assign reviews and audits

►Single sign-on to MCMIS, EMIS, L&I, and DataQs through 
the Portal for authorized users

►Authorized Enforcement and company users can view real-
 time information specific to carriers including crashes, 

inspections, reviews, and cases closed with enforcement
•

 

Authorized users can now print or download Company Safety 
Profiles on an as-needed basis at no charge

►Beginning of a new database to provide one reliable source 
of authoritative information

►Expanded support of e-authentication

Presenter�
Presentation Notes�
Regarding the third bullet, Authorized Enforcement and company users can view real-time information specific to carriers including crashes, inspections, reviews, and cases closed with enforcement--Note that the company is responsible for providing or not allowing the access to their data to whomever they choose.



E-Authentication

FMCSA is playing a unique role as the first Department of Transportation (DOT) agency to deploy an E-Authentication-enabled application.  This deployment and our current E-Authentication activities allow the Department to remain in compliance with the Office of Management and Budget’s E-Authentication requirements for 2006.  In so doing, we are the first agency within DOT to reap the benefits of belonging to the E-Authentication Federation, which will provide participants with simple and secure access to a growing variety of Government and commercial Web sites and applications.



Federal users have the option of using their Employee Express credential instead of selecting a User ID and Password to register and log into the FMCSA Portal.  The Employee Express credential is an e-authentication credential.



For more information, visit: http://www.cio.gov/eauthentication/

�
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Portal Access Functionality and Benefits cont.

►Self-service account management
•

 
Portal account requests occur at the office level (new 
accounts, profile updates, additional roles, password reset 
and account unlock are requested online by the individual) 

•

 

Users can go online to register for access to the FMCSA Portal, as 
well as register for access to MCMIS, EMIS, L&I, and DataQs 
through the Portal, as necessary, to perform their job functions

•

 

Automated password reset and account unlock

•

 

No paper forms or faxes (the Rules of Behavior forms are 
processed online)

•

 

Ability to select User ID and Password

►Context-sensitive online help, including access to training 
materials, user survey, and user feedback tools
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Upcoming Release Schedule
►Access to the FMCSA Portal requires account registration by all system users

►Training is available and in many cases, required 
Mar 07 Apr 07 May 07 Jun 07 Jul 07 Aug 07

Portal Access Release 
(June 8)

User Acceptance Testing

Portal Access Development

Train-the-Trainer

FA/DA/SCD Web Cast Briefings

Enforcement

Companies

Self-paced Training

Instructor-led Training

Phased Registration 

Phased Registration 

Communication Activities

Presenter�
Presentation Notes�
Development and testing by the systems integrator on the Portal Access functionality began in early March and will be completed in mid-May. 

A select number of users (federal and state) will be conducting user acceptance testing during the week of June 1-8. Testing will occur both on-site at the National Training Center and remotely via Webcast meetings.  We are hoping that we'll have some people willing to travel to DC to participate in hands-on user acceptance testing. 

In parallel to user acceptance testing, we will be conducting on-site (National Training Center) train-the-trainer sessions with eight trainers from the field.  There will be four dedicated to training the Org Coordinator functionality and four dedicated to training the Assignment functionality.  

The phased enrollment, as well as the instructor-led training, will be discussed in more detail in some upcoming slides.

�
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Portal Access Roles

►Users will employ the FMCSA Portal in different ways 
based on their roles
•

 
Administrative roles:

Organization Coordinator Role—Manages access privileges for 
Federal/state offices and contractors

Point of Contact Role—Recommends users from outside FMCSA and 
MCSAP 

Company Official Role—Manages access to their company’s information

•

 

Enforcement and company user roles:
Assignment Role—Assigns reviews and safety audits (multiple role types)

Enforcement Access Role—Access to MCMIS, EMIS, L&I,  and DataQs 
for authorized users

Company Access Role—Access to company information based on the 
USDOT Number and through Data Qs

Presenter�
Presentation Notes�
--Organization Coordinator Role—Manages access privileges for state/Federal offices and contractors.  Similar to current setup.  Also need a proxy.

--Company Official Role—Manages access to company information.  One per company

--Point of Contact Role—Not for FMCSA or MCSAP offices, this is for Federal offices outside FMCSA and state offices other than MCSAP programs.  State users contact this POC to request account registration, then the POC recommends the Federal or state user to their OC (or next available level up) to process for Portal Access. 

--Assignment Role—Assigns reviews and safety audits

--Enforcement Access Role—Access to MCMIS, EMIS, L&I,  and DataQs for authorized users.  General access to the Portal

--Company Access Role—Access to company information based on the USDOT Number and access through DataQs.

�
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The Assignment Role

►Reviews and safety audits are assigned by authorized 
Federal and state staff and contractors 

►There are two main Assignment roles, along with the 
following sub-roles:

•
 

Assign Review (for Federal or state staff who assign 
Reviews)

Assign Review Designated to the State

•
 

Assign Safety Audit (for Federal or state staff who 
assign Safety Audits)

Assign Safety Audit Designated to the State (for state enforcement 
staff who assign Safety Audits)

Assign Safety Audit Designated to a Third Party (for contractors

 who assign Safety Audits)

Presenter�
Presentation Notes�




DAs will identify who needs which of these roles, in order that we may target them for training.



Audits and reviews are performed by Safety Investigators (SIs).



Assign Safety Audit 

Would be the one to assign them to the state or contractor who then would assign SI



Assign Safety Audit Designated to the State 

Some Federal offices allow state staff to assign safety audits to companies directly from the Federal pool where as the third type listed is for Federal offices that assign a list of companies to the state and the state can only assign audits from that list.

�
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Other Roles

►Enforcement Access Role
•

 
Authorized users will have access to MCMIS, EMIS, L&I, 
and DataQs

►Company Official Role
•

 
Companies will designate an “official”

 
to administer 

access to company safety records, granting or blocking 
access as appropriate

►Company Access Role
•

 
Authorized users have access to company safety data 
through a single interface

Presenter�
Presentation Notes�
Enforcement Access Role cannot see assignments, just carrier information.



Company Official Role

What is a “Company Official,” and how can I obtain “Company Official” privileges for my organization or USDOT Number?

A “Company Official” is designated by the holder of the company’s USDOT Number and acts as an administrator, managing access for all accounts held by company staff and designees such as insurers, brokers, process agents, and legal representatives.  To become designated as a Company Official, register for the FMCSA Portal by using your company’s Personal Identification Number (PIN) issued as part of its overall registration with FMCSA. 



Can a Company Official transfer his/her role or appoint a proxy?

Company officials may either appoint a permanent proxy to share account administration privileges, designate a temporary proxy in case of absence, or resign their role, all through the online account management area of the FMCSA Portal.



How can I dispute whether the listed “Company Official” is in fact the appropriate individual?

If you wish to be designated as your organization’s Company Official and someone else is currently holding that role, you have the option of obtaining your company’s PIN and submitting a challenge through FMCSA’s Chief Accounts Officer.  

If your PIN is lost or missing, you can request it through the following link: http://mcmis.volpe.dot.gov/mcs150t/Pkg_PUBLIC_MCS150.prc_public_dot_pin_request 

Once you complete the PIN registration process, a notification letter with your PIN will be generated and mailed to the address that was submitted on your most recent Form MCS-150.  You should receive this letter within two weeks.  Once you have obtained the PIN, you may then submit a challenge through FMCSA’s Chief Accounts Officer.�
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FMCSA Portal Login Screen

Presenter�
Presentation Notes�
This is the FMCSA Portal login screen

All Portal screens are designed for a 1024 x 768 resolution

Users can:

	Reset passwords

	Request new accounts

	View training materials�
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Enforcement – Home Page

► Only OC, OC proxies, CAO, POC will see the My Tasks portlet

Click the link to 
access these 
systems without 
additional login.

 

 

► Menu Items:  Home, Assignments, Accounts, Help

Presenter�
Presentation Notes�
Note the “Switch View” link at top right of page.



Menu Items

Home

Assignments

Accounts 

Help

Windows on Main Page

The SSO Links window provides access to other existing FMCSA Systems

The logon used for the Portal automatically logs users on to the other systems they requested access to in their account request form.

My Tasks displays pending account requests only for users with administrative roles (OC, POC, CAO)

�
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Enforcement – User Profile Management
►

 

View and Edit General Information

Presenter�
Presentation Notes�
View and Edit General Information

Review and edit personal information

Review and edit contact information

Review and edit security questions

Mention other two tabs for FMCSA Portal Roles and Other Systems (now called Existing Systems tab)�
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Enforcement – Assignments
►

  

Step One – Search for Companies

Presenter�
Presentation Notes�
Step One – Search for Companies

Select an Assignment Type

Search for companies by USDOT Number

Location, and other miscellaneous company information

�
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Company – Home Page

►

 

Menu Items:  Company, Accounts, Reports, Help

Presenter�
Presentation Notes�
Switch View from Enforcement Home Page links you to you here.



Menu Items

Company 

Accounts 

Reports 

Help



Home Page Functionality

View Company Alerts

Access detailed information on Company Activities 

Review detailed Company Information

View pending account requests under My Tasks (Company Officials only)

View My Correspondence



�
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FMCSA
 Organizational Preparation
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Interactive Training

►Training is required for access to the Portal and will be 
available for:
•

 

Organization Coordinator Role—Remote, Web-based, instructor-led 
training will begin on June 11, 2007 and will be phased-in by 
Service Center area 

•

 

Assignment Role—Remote, Web-based, instructor-led training will 
begin after OC training (above) and will also be phased-in by 
Service Center area

•

 

For the above two roles, two instructors will conduct each session
20-25 users online from their desktops

–

 

First half of session based on PowerPoint slides
–

 

Second half consists of instructor live in the application while

 
projecting screen online to others

–

 

Q&A during and after, along with a proficiency “quiz”
Duration of training is about two hours
A “sandbox”

 

will be available for trying out the system
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Training cont.

►Self-paced, online training will be available after June 
8, 2007 for the:

•
 

Enforcement Access Role

•
 

Company Official Role

•
 

Company Access Role

•
 

Organization Coordinator and Assignment Role for 
those who cannot attend the instructor-led training
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Training Phase-in for Enforcement

►

 

Training for Enforcement users will be phased-in by service center area 
(includes associated states) starting on these dates: 
•

 

Eastern Service Center Area

 

June 11
•

 

Southern Service Center Area

 

June 18
•

 

Mid-West Service Center Area

 

June 25
•

 

Western Service Center Area

 

July 9

►

 

Make up sessions will be held for those who cannot attend one of

 

the 
scheduled sessions

►

 

Once individuals have participated in training, they may then go

 

online 
to the FMCSA Portal to register

•

 

Online account registration is required for the FMCSA Portal and

 

MCMIS, 
EMIS, L&I, and DataQs along with relevant roles

•

 

FMCSA Organization Coordinators will process Portal account registration 
requests remotely online

Presenter�
Presentation Notes�
Do you want to mention that individuals can register as soon as the Portal is live on June 8?  Even though we aren’t marketing it this way, it’s accurate, correct?�
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Carrier and Company Training/Account Registration Phase-in

►

 

Self-paced training will be available and is highly recommended for companies 
accessing the FMCSA Portal

►

 

Account registration is required for access to the FMCSA Portal
•

 

Carrier/company registration will be phased-in by region

►

 

Company Officials are responsible for processing Portal account registration 
requests and must be registered to do so

Connecticut, Maine, Massachusetts, New Hampshire, Rhode Island, 
Vermont, New York July 23

New Jersey, Delaware, Maryland, Pennsylvania, Virginia, West Virginia July 30

Alabama, Florida, Georgia, Kentucky, Mississippi, North Carolina, 
Puerto Rico, Virgin Islands August 6

Arkansas, Louisiana, New Mexico, Texas, Oklahoma, South Carolina, 
Tennessee August 13

Illinois, Indiana, Michigan, Minnesota, Ohio, Wisconsin, Iowa August 20

Kansas, Missouri, Nebraska, Montana, North Dakota, South Dakota August 27

Colorado, Utah, Wyoming, Arizona, Nevada Sept. 10 
California, Hawaii, Alaska, Idaho, Oregon, Washington (American Samoa, 
Guam, Northern Mariana Islands, Trust Territory of the Pacific Islands) Sept. 17

Presenter�
Presentation Notes�
There is a link to training on the Portal login page and the Portal account request form.�
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What to Expect Next

►COMPASS and Portal Access communications, 
including training notifications, will be distributed to you 
via
•

 
“At Your Fingertips”

•
 

COMPASS e-mailbox:  compass@dot.gov

mailto:compass@dot.gov
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Contact Information

Jeff Hall 
COMPASS Program Manager

 jeff.hall@dot.gov
 202.366.6560

Bill Coleman 
COMPASS Organizational Change

 and Communications Team Lead
 bill.coleman@dot.gov

 202.493.0679

Presenter�
Presentation Notes�




�

mailto:jeff.hall@dot.gov
mailto:bill.coleman@dot.gov
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